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EUROPEAN COMMISSION 
Service for Foreign Policy Instruments 
 
 

 

IcSP/NDICI - Peace, Stability and Conflict Prevention - Global and 
Transregional Threats 

 
Core indicators monitor the results achieved in a specific sector or area of FPI intervention. This list is 
neither fixed nor exhaustive, and is continuously updated as further feedback from 
intervention/action implementation is gathered. 
 

Organised crime 

 
Impact indicators (Tracking SDG 16.4 -elimination of all forms of organised crime)  
 

 Annual Country score on the  Organized Crime Index | ENACT (ocindex.net) 

 Number of countries invited to / acceding to / ratifying the Budapest Convention on 

Cybercrime 

https://dataunodc.un.org/ 

 
Outcome indicators 
 

 Number of partner countries with improved capabilities to tackle transnational organised 

crime  

 Number of national, regional and international legislation strategies and policies addressing 

organised crime adopted, enhanced and implemented 

 Number of partner countries with an increased engagement in organised crime related 

investigations and convictions in compliance with international criminal justice and human 

rights standards 

 Extent to which criminal justice practitioners are cooperating across jurisdictions along 

trafficking routes 

 Monetary value of illegally imported/exported goods seized/confiscated 

 Number of organised crime cases in which criminals were brought to justice and sentenced 

 Number of practitioners applying enhanced understanding of illicit money flows and money-

laundering methodologies in their investigations 

 Number of policies addressing organised crime adopted, enhanced and implemented with 

EU support 

 Increased number of investigations, prosecutions and adjudications of domestic and 

international cases of cybercrime and other offences involving electronic evidence 

 Increased compliance with international standards on cybercrime and rule of law, including 

data protection standards in countries targeted 

 Increased quantity and quality of cybercrime policies and strategies  

 Extent to which cybercrime cooperation across national jurisdictions is enhanced 

https://ocindex.net/
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Output indicators 
 

 Number of organised crime related investigations conducted as part of a coordinated trans-

regional operation 

 Number of government officials trained on organised crime related investigative procedures 

 Number of practitioners with improved situational awareness and threat analysis capabilities 

on organised crime 

 Increased availability and quality of legislation on cybercrime and electronic evidence in line 

with the Budapest Convention 

Chemical, biological, radiological and nuclear (CBRN) risks mitigation 

 
Impact indicators 
 

 Number of countries supported in implementing obligations under CBRN-related 

international conventions and treaties (CBRN prohibition instruments) 

Outcome indicators 
 

 Number of countries where safety and security measures that enhance governance and 

cooperation on CBRN risk detection and mitigation have been implemented at country 

and/or regional level 

 Number of experts and officials (M/W) of the partner countries that report increased 

knowledge on best practices and lessons learnt on CBRN risk mitigation at regional and 

global level  

 Number of countries where revised/updated national strategies and policies on crisis 

management, dealing especially with security challenges related to pandemics and natural 

or man-made disasters, have been adopted 

 Number of partner countries using the EU Dual-Use list as a reference 

 Number of experts (M/W) of the partner countries that report increased knowledge on 

strategic trade control as a result of conferences, workshops or dialogue events  

 Number of scientists (disaggregated by sex) with sensitive or dual use knowledge integrated 

into the international scientific community 

Output indicators  
 

 Number of state institutions supported in the drafting/reviewing of CBRN National Action 

Plans (NAP) and related activities 

 Number of state institutions supported with legal frameworks or Standard operating 

procedures (SOPs) review, revision or development related to CBRN matters 

 Number of experts and officials (M/W) trained who report increased knowledge in CBRN risk 

mitigation topics   

 Number of countries supported by actions to improve their national health security strategy, 

including pandemic preparedness and response 

 Number of experts (M/W) participating in strategic trade control conferences, workshops or 

dialogue events  
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 Number of state institutions supported in the review, revision and/or development of legal 

frameworks in light of the EU’s dual use regulation and the EU dual-use export control list 

 Number of strategic countries where a culture of safety and responsible science with respect 

to the handling and use of CBRN materials or related equipment and technologies is 

promoted.  

 Number of scientists (M/W) with sensitive or dual use knowledge participating in research 

and technology projects with peaceful application (responsible science) 

Critical Infrastructure protection 
 
Impact indicators 
 

 Country’s change of position in a global cybersecurity maturity rankings such as the ITU’s 

Global Cybersecurity Index 

 Number of maritime piracy/armed robbery/kidnapping incidents 

Outcome indicators 
 

 Number of national strategies and policies dealing with maritime security developed and 

implemented by targeted partner countries.  

 Number of countries with enhanced maritime security related information exchanges and 

analysis and /or crisis management cooperation/activities. 

 Number of countries with enhanced interoperable maritime security related data 

gathering/information sharing systems established. 

 Number of target countries/regions adopting national cyber strategies, action plans and / or 

related legislation. 

 Number of target countries/regions implementing cybersecurity strategies, action plans and 

/ or related legislation. 

 Number of countries applying internationally accepted standardisation frameworks for 

cybersecurity. 

 Number of countries implementing cyber confidence-building measures between states.  

 Number of cyber incident information sharing networks and early warning networks that 

are established and / or enhanced in targeted countries / regions. 

 Extent to which maritime security cooperation across national jurisdictions is enhanced 

 
Output indicators 
 

 Number of practitioners (M/W) trained on the importance of cyber policies, design and 

implementation of national cybersecurity strategies. 

 Number of cyber incident information sharing networks and early warning networks 

established and / or enhanced in targeted countries / regions 

 Number of countries with enhanced maritime security information exchanges and analysis, 

and crisis management cooperation/activities including via exercises. 

 Number of national strategies and policies dealing with maritime security developed and 

implemented by targeted partner countries. 
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Climate change and security 

 

Impact indicators 

 

 Economic losses from climate-related extremes [EEA Indicator] 

 Climate induced human displacement  

 Exposure of vulnerable populations to heatwaves [Lancet Countdown indicator] 

Outcome indicators  

 

 Number of multilateral initiatives addressing or integrating the nexus between climate, 

environment and security/displacement/fragility supported. 

 Number of countries integrating security dimensions in national climate and disaster risk 

reduction plans and development plans. 

 Number of countries integrating data-based climate risk considerations into their national 

policies  

 Number of actions where lessons learnt from pilot projects are mainstreamed in project and 

programme design by implementing institutions.  

 Number of transnational, national and /or local strategies/plans incorporating security 

aspects of climate change1 

 Number of national and transboundary interventions utilizing climate and security related 

risk assessments and tools 

 Number of programmes and policy measures integrating climate change and security 

analysis. 

 Number of persons applying climate and security related risk assessments and tools. (M/W) 

 Number of national-level policy-makers and stakeholders with increased awareness and 

skills of resilience measures to address climate-fragility risks 

 Number of communities using new skills/knowledge or practices to improve resilience to 

climate-related security risks 

Output indicators  

 

 Number of persons trained on security aspects of climate change. (M/W) 

 Number of persons trained on climate and security-related risk assessments and tools 
(M/W) 

 Number of tools, concepts and methodologies developed to collect and analyse trends in 

displacement of peoples due to climate-related factors. 

                                                 
1 According to the IPCC, “Poorly designed adaptation and mitigation strategies can increase the risk of violent 
conflict”. 12 — Human Security (ipcc.ch) 

https://www.ipcc.ch/site/assets/uploads/2018/02/WGIIAR5-Chap12_FINAL.pdf

